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Stability Analysis of XCP (eXplicit Control Protocol) with
Heterogeneous Flows

Yusuke SAKUMOTO†a), Student Member, Hiroyuki OHSAKI†b), and Makoto IMASE†c), Members

SUMMARY In this paper, we analyze the stability of XCP (eXplicit
Control Protocol) in a network with heterogeneous XCP flows (i.e., XCP
flows with different propagation delays). Specifically, we model a network
with heterogeneous XCP flows using fluid-flow approximation. We then
derive the conditions that XCP control parameters should satisfy for sta-
ble XCP operation. Furthermore, through several numerical examples and
simulation results, we quantitatively investigate effect of system parameters
and XCP control parameters on stability of the XCP protocol. Our findings
include: (1) when XCP flows are heterogeneous, XCP operates more sta-
bly than the case when XCP flows are homogeneous, (2) conversely, when
variation in propagation delays of XCP flows is large, operation of XCP
becomes unstable, and (3) the output link bandwidth of an XCP router is
independent of stability of the XCP protocol.
key words: XCP (eXplicit control protocol), stability, heterogeneous flows,
control theory, fluid-flow approximation

1. Introduction

TCP (Transmission Control Protocol) is being widely used
in the Internet to carry data traffic [1]. There are various
versions of TCP, and the most popular ones are TCP version
Reno (TCP Reno) and its variants [2]. Several problems of
TCP Reno have been reported such as its inability to support
rapidly increasing speeds of recent networks [3]–[5].

One of the serious problems with TCP Reno is that a
large number of packets sent into the network are discarded.
This problem is caused by inability of source hosts to detect
congestion before some packets are lost, and large delay for
source hosts to detect congestion when the round-trip time
between end hosts is large. Since the scale and the speed
of network is continuously increasing, it is expected that the
performance of TCP Reno would be further degraded due to
an increased number of packet losses before source hosts’
congestion detection.

For solving such problems in a high-speed and wide-
area network, many transport-layer protocols using explicit
feedback from a router to end hosts are proposed [6]–[9].
Compared with TCP Reno, these protocols perform effi-
cient congestion control between end hosts with the aid
of routers. Among those router-assisted congestion control
mechanisms, XCP (eXplicit Control Protocol) has been re-
ceiving attention [6], [10]. XCP is a sort of window-based
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flow control mechanisms. An XCP router periodically cal-
culates the amount of window size increase/decrease for a
source host, and notifies source hosts of it as explicit feed-
back. With such explicit feedback, an XCP source host can
quickly and appropriately respond to congestion status of
the network.

With simulation experiments, it has been reported that
XCP achieves better performance than TCP Reno does [6],
[11]. However, characteristics of XCP as a feedback-based
control system, such as stability and transient performance,
have not been sufficiently clarified.

A stability issue of XCP in a tandem network has been
pointed out in [12] through simulation experiments. In [12],
the authors show that the operation of XCP may become
unstable in a tandem network. Due to the nature of the
simulation-based and subjective approach taken in [12], de-
tailed characteristics of XCP protocol has not been clarified.
For better understanding the characteristics of the XCP pro-
tocol, analytic approaches are indispensable.

There exist a few analytical studies on XCP, all of
which used fluid-flow approximation [6], [13]–[15]. In [6],
[13], by assuming an identical propagation delay for all
XCP flows, stability of XCP has been analyzed. The au-
thors of [6] have derived a sufficient condition for XCP con-
trol parameters to stabilize XCP’s operation. By extending
the analytic model in [6], the authors of [13] have shown
that operation of XCP becomes unstable when the avail-
able bandwidth of an XCP router’s output link is varied.
The authors of [14] have analyzed stability of XCP using
a Lyapunov function. In [14], the authors mention possibil-
ity of extending their stability analysis to handle heteroge-
neous XCP flows, but the details are not presented. In [15],
steady state performance of XCP in a tandem network (i.e., a
network with multiple routers and heterogeneous flows) has
been analyzed. Specifically, the authors of [15] have derived
throughput of XCP flows in steady state, and have shown
that fairness among XCP flows is significantly degraded un-
less control parameters of an XCP router are configured ap-
propriately. Although multiple XCP flows are modeled in
[15] for analyzing fairness among XCP flows, stability of
XCP has not been investigated.

In this paper, we analyze the stability of XCP in a
network with heterogeneous XCP flows (i.e., XCP flows
with different propagation delays). Specifically, we model
a network with heterogeneous XCP flows using fluid-flow
approximation. We then derive the conditions that XCP
control parameters should satisfy for stable XCP operation.
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Through several numerical examples and simulation results,
we quantitatively investigate effect of system parameters
and XCP control parameters on stability of the XCP pro-
tocol. Our findings include: (1) when XCP flows are het-
erogeneous, XCP operates more stably than the case when
XCP flows are homogeneous, (2) conversely, when variation
in propagation delays of XCP flows are large, operation of
XCP becomes unstable, and (3) the output link bandwidth
of an XCP router is independent of stability of the XCP pro-
tocol.

The primary contribution of this paper is to mathemat-
ically reveal stability properties of the XCP protocol with
heterogeneous flows. Different from [12], [15], we explic-
itly model the dynamics of heterogeneous XCP flows for de-
riving the stability condition. Our stability analysis is based
on [16], which analyzes the stability of the DCCP proto-
col. We believe our findings are generic since our stabil-
ity analysis is performed with reasonable assumptions (see
Sect. 3), as well as valid since our stability analysis is vali-
dated through simulations in Sect. 5.

The organization of this paper is as follows. First, in
Sect. 2, the algorithm of XCP is briefly explained. In Sect. 3,
heterogeneous XCP flows and an XCP router are modeled
using fluid-flow approximation. Section 4 performs stabil-
ity analysis of XCP. In Sect. 5, the effect of system param-
eters and XCP control parameters on stability of the XCP
protocol is quantitatively evaluated through several numeri-
cal examples and simulation results. Finally, in Sect. 6, we
conclude this paper and discuss future works.

2. XCP (eXplicit Control Protocol)

In this section, the congestion control algorithm of XCP is
briefly summarized. Refer to [6] for details of the XCP al-
gorithm.

In XCP, congestion information is exchanged between
a source host and a router using congestion header in a
packet. An overview of the XCP congestion control using
the congestion header of a packet is illustrated in Fig. 1.

Fig. 1 Overview of XCP congestion control algorithm; a router calcu-
lates the amount of window size increase/decrease for a source host, and it
then notifies the source host of the calculated value as explicit feedback.

XCP is a sort of window-based flow control mecha-
nisms. In XCP, a router calculates the amount of window
size increase/decrease for a source host, and it then notifies
the source host of the calculated value as explicit feedback.
The congestion header of a packet stores information on a
source host and a router: e.g., the window size and the esti-
mated round-trip time of the source host, and the amount of
window-size increase/decrease (i.e., feedback value) calcu-
lated by the router.

At the time of packet transmission, a source host stores
its estimated round-trip time, its current window size, and
the initial value of the feedback value (i.e., the amount of
window size increase requested by the source host) in the
congestion header of the packet. This enables the XCP
router to know the status of the source host.

When the packet arrives at an XCP router, the router
calculates a feedback value based on the information stored
in the congestion header of the packet. The router overwrites
the feedback value in the congestion header of the packet
with the calculated feedback value, if the feedback value
stored in the congestion header is larger than the calculated
feedback value. The XCP router then forwards the packet to
its downstream router.

Once the packet arrives at a destination host, the desti-
nation host returns an ACK (ACKnowledgement) packet to
the source host. At this time, the congestion header of the
data packet is copied to the congestion header of the ACK
packet. This makes it possible for the source host to know
the congestion information of XCP routers by way of the
destination host.

Finally, when the source host receives the ACK packet,
the feedback value stored in the congestion header of the
ACK packet is added to the current window size of the
source host.

In what follows, we explain how an XCP router calcu-
lates a feedback value (i.e., the amount of increase/decrease
of the window size of a source host).

The control mechanism of an XCP router is composed
of efficiency controller, which tries to maximize utilization
of the router, and fairness controller, which tries to real-
ize fairness among competing XCP flows. The efficiency
controller and the fairness controller are invoked every av-
erage round-trip time of all XCP flows. The efficiency con-
troller calculates the total amount of rate increase/decrease
for all XCP flows. The fairness controller then calculates
the amount of rate increase/decrease for each XCP flow.
An XCP router calculates a feedback value based on the
amount of rate increase/decrease calculated by the fairness
controller and information stored in the congestion header
of arriving packets. In what follows, algorithms of the effi-
ciency controller and the fairness controller are briefly ex-
plained.

The efficiency controller calculates the aggregate feed-
back value φ (i.e., the total amount of rate increase/decrease
for all XCP flows) from the packet arrival rate at the XCP
router and the current queue length as
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φ = α d S − βQ, (1)

where d is the average round-trip time of XCP flows accom-
modated in the XCP router, S is the available bandwidth of
the link (i.e., the output link bandwidth excluding the cur-
rent packet arrival rate), Q is the minimum queue length ob-
served during the average round-trip propagation time, and
α and β are control parameters of the XCP router.

The fairness controller distributes the aggregate feed-
back value φ to all XCP flows. The fairness controller re-
alizes fairness among XCP flows by performing an AIMD
(Additive Increase and Multiplicative Decrease) control.
Namely, if φ ≥ 0, the fairness controller allocates φ so that
the increase in throughput of all XCP flows is the same. On
the contrary, if φ < 0, the fairness controller allocates φ so
that the decrease in throughput of a XCP flow is proportional
to its current throughput. Specifically, the fairness controller
calculates ξp and ξn, which are used for calculating the feed-
back value.

ξp =
h + [φ]+

d
∑N

m=1
rttm sm

wm

(2)

ξn =
h + [−φ]+

d T
(3)

In the above equations, N is the number of packets arrived
at the XCP router during the average round-trip time, and T
is the total size of packets arrived during the average round-
trip time.

Also, wm and rttm are the window size and the esti-
mated round-trip time stored in the congestion header of the
m-th packet of N packets arrived during the average round-
trip time, and sm is the packet size of the m-th packet. Note
that [x]+ ≡ max(x, 0).

In Eq. (3), h is called shuffle traffic, and is determined
by

h =
[
γ T − |φ|]+ , (4)

where γ is a control parameter of an XCP router.
Finally, an XCP router calculates the feedback value

Hf eedback for the m-th packet as

Hf eedback = ξp
rtt2

m sm

wm
− ξn rttm sm. (5)

3. Modeling with Fluid-Flow Approximation

In this paper, we model a network with heterogeneous XCP
flows with different propagation delays (i.e., XCP flows
traversing links with different propagation delays) sharing
the single bottleneck link as a discrete-time system (Fig. 2).
XCP flows are classified into flow classes, in which XCP
flows have the identical propagation delay. In our analysis,
dynamics of transfer rates from XCP flows and the queue
length of an XCP router are modeled as discrete-time mod-
els with slot length of Δ. The definition of symbols used
throughout our analysis is summarized in Table 1.

Fig. 2 Analytic model; heterogeneous XCP flows with different
propagation delays share the single bottleneck.

Table 1 The definition of symbols.

M the number of flow classes
Ni the number of XCP flows in flow class i
Δ slot length
ri transfer rate of XCP flows in flow class i
τi two-way propagation delay of XCP flows in flow class i
d average round-trip time of all XCP flows
s packet length
T the total size of packets arrived during the average

round-trip time
q current queue length of XCP router
φ aggregate feedback of XCP router
h shuffle traffic of XCP router
A packet arrival rate at XCP router
C output link bandwidth of XCP router
α XCP control parameter
β XCP control parameter
γ XCP control parameter

In this paper, we focus on the stability of XCP in a net-
work with a single XCP router, rather than in a tandem net-
work. We believe that it is possible to extend our analytic
approach to a tandem network with multiple XCP routers,
but it is beyond the scope of this paper. It should be noted
that the operation of XCP may become unstable in a tan-
dem network when many XCP flows are frequently activated
and/or deactivated [12]. The main purpose of this paper is,
however, to investigate the effect of heterogeneous flow on
the stability of the XCP protocol.

In what follows, using a fluid-based modeling ap-
proach, we derive a detailed model of a network with het-
erogeneous XCP flows.

First, we model dynamics of the transfer rate of an XCP
flow. In our analysis, we assume: (a) all XCP flows with
the same propagation delay synchronize, (b) all XCP source
hosts always have data to transfer, (c) sizes of all packets are
equal, (d) the window size of a source host is changed only
by receiving the feedback value from XCP routers (i.e., ef-
fect of timeouts triggered by a large number of packet losses
are negligible), and (e) the round-trip time of an XCP flow
is equal to its two-way propagation delay.

Since an XCP router performs the same congestion
control for all XCP flows with the same round-trip time
(see Eq. (5)), the assumption (a) is reasonable. Moreover,
since XCP is mainly used for transferring a large amount
of data in a high-speed network, assumptions (b) through
(d) should be appropriate. The assumption (e) is reasonable
since the control objective of an XCP router is to minimize



SAKUMOTO et al.: STABILITY ANALYSIS OF XCP (EXPLICIT CONTROL PROTOCOL) WITH HETEROGENEOUS FLOWS
3177

its queue length, resulting negligible queuing delay at the
router buffer. Note that in our analysis, all XCP flows are
assumed to start their transmissions simultaneously from an
initial state. Hence, the queue length of the XCP router is
not likely to be overloaded, which validates the assumption
(e).

The transfer rate and the two-way propagation delay of
XCP flows in flow class i are denoted by ri and τi, respec-
tively. Moreover, the number of XCP flows in flow class i
is denoted by Ni. Then, the packet arrival rate A at an XCP
router and the average round-trip time d of all XCP flows
are given by

A =
M∑

i=1

Ni ri, (6)

d =

∑M
i=1 Ni τi∑M

i=1 Ni

. (7)

Since
∑N

m=1 rttm sm/wm � d
∑M

i=1 Ni in Eq. (2) [15] and
T � A d, ξp and ξn (Eqs. (2) and (3)) are given by

ξp =
h + [φ]+

d2
∑M

i=1 Ni

, (8)

ξn =
h + [−φ]+

d2 A
. (9)

In the above equations, the aggregate feedback value φ and
the shuffle traffic h are given by Eqs. (1) and (4) as

h = [γ d A − |φ|]+, (10)

φ = α d (C − A) − β q, (11)

where q is the current queue length of the XCP router, and
C is the output link bandwidth of the XCP router.

From Eqs. (8) and (9), the feedback value Hf eedbacki for
XCP flows in flow class i is given by

Hf eedbacki =
h + [φ]+

d2
∑M

j=1 Nj

τi s
ri
− h + [−φ]+

d2 A
τi s. (12)

Hence, at the time of ACK packet reception, the amount of
change in the transfer rate of XCP flows in flow class i is
given by

Hf eedbacki

τi
=

h + [φ]+

d2
∑M

j=1 Nj

s
ri
− h + [−φ]+

d2 A
s. (13)

The transfer rate of XCP flows in flow class i and the
current queue length of the XCP router at slot k are denoted
by ri(k) and q(k), respectively. Without loss of generality,
we assume that the propagation delay from a source host to
the XCP router is zero, and that the propagation delay from
the XCP router to source hosts by way of the destination
hosts is τi. The information stored in the congestion header
of the ACK packet received by a source host at slot k is
k − τi/Δ slots old. Moreover, the number of ACK packets
that a source host receives during the slot length Δ can be
approximated by ri(k − τi/Δ)Δ/s. Thus, from Eq. (13), the

transfer rate of XCP flows in flow class i at (k + 1)-th slot is
given by

ri(k + 1) � ri(k) + Δ
h(k − τi

Δ
) + [φ(k − τi

Δ
)]+

d2
∑M

j=1 Nj

−Δ
ri(k − τiΔ )

(
h(k − τi

Δ
) + [−φ(k − τi

Δ
)]+
)

d2 A(k − τi
Δ

)
. (14)

Next, we model the dynamics of the queue length of an
XCP router. Letting q(k) be the current queue length of the
XCP router at slot k, the current queue length q(k+1) at slot
k + 1 is approximately given by

q(k + 1) �
{

q(k) + Δ (A(k) −C) if q(k) > 0
q(k) + Δ [A(k) −C]+ if q(k) = 0

.

(15)

4. Stability Analysis

In what follows, using the fluid-flow model of XCP derived
in Sect. 3, we analyze the stability (local asymptotic stabil-
ity) of XCP around its equilibrium point using the same an-
alytic approach with [16]. In what follows, equilibrium val-
ues of the transfer rate ri(k) and the current queue length
q(k) are denoted by r∗i and q∗, respectively. First, we lin-
earize the fluid-flow model defined by Eqs. (14) and (15) at
its equilibrium point. The aggregate feedback value φ(k)
and the current queue length q(k) are discontinuous at the
equilibrium point (i.e., φ∗ = 0 and q∗ = 0). For alleviating
such a discontinuity problem, we introduce the following
approximation for a sufficiently small Δ.

[ f (x + Δ)]+ − [ f (x)]+

Δ
� 1

2
f (x + Δ) − f (x)

Δ
(16)

Thereby, Eqs. (14) and (15) can be approximated as

ri(k + 1) � ri(k) + Δ
h(k − τi

Δ
) + φ(k − τi

Δ
)/2

d2
∑M

j=1 Nj

−Δ
ri(k − τiΔ )

(
h(k − τi

Δ
) − φ(k − τi

Δ
)/2
)

d2 A(k − τi
Δ

)
, (17)

and

q(k + 1) � q(k) +
Δ (A(k) −C)

2
. (18)

Equations (17) and (18) suggest that state variables at
slot k + 1 are determined by state variables from k − ν (ν ≡
max1≤i≤M τi/Δ) to slot k.

Furthermore, we linearize Eq. (17) around its equilib-
rium point as

ri(k + 1) �
M∑

m=1

ν∑
n=0

∂ri(k + 1)
∂rm(k − n)

{
rm(k − n) − r∗m

}

+

ν∑
n=0

∂ri(k + 1)
∂q(k − n)

{q(k − n) − q∗} . (19)
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We introduce a state vector x(k) that is composed of
differences between each state variable at slot k, . . . , k − ν
and their equilibrium values.

x(k) =

⎛⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎜⎝

r1(k) − r∗1
...

r1(k − ν) − r∗1
...

rM(k) − r∗M
...

rM(k − ν) − r∗M
q(k) − q∗

...
q(k − ν) − q∗

⎞⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎟⎠

(20)

The relation between x(k) and x(k + 1) can be represented
using a state transition matrix B as

x(k + 1) = B x(k). (21)

Note that the state transition matrix B is independent of the
slot k. If x(k) converges to the zero vector for k → ∞, the
system is stable. Otherwise, the system is unstable. The
state transition matrix B determines the stability of the sys-
tem. Let λi(1 ≤ i ≤ (M+1) (ν+1)) be the eigenvalues of the
state transition matrix B. The maximum absolute value of
eigenvalues (i.e., maximum modules) determines the stabil-
ity around its equilibrium point. It is known that the system
is stable if the maximum modulus is less than unity [17].
Namely, if the maximum modulus is less than unity, x(k)
converges to the zero vector for k → ∞.

5. Numerical Examples and Simulation Results

5.1 Experimental Design

In this section, through several numerical examples and sim-
ulation results, we investigate the effect of system parame-
ters and XCP control parameters on stability of XCP proto-
col. Due to space limitation, in what follows, only results in
the case of two flow classes (M = 2 ) are shown. Unless ex-
plicitly stated, the parameter configuration shown in Table 2
is used. The slot length is set to Δ = min(τ1, τ2).

After examining various numerical examples of our
stability analysis in Sect. 4, we found that the control pa-
rameter γ is hardly affected stability of the XCP protocol.
In this paper, we therefore focus only on the effect of con-

Table 2 The parameter configuration use in numerical examples and
simulation results.

C 400 [Mbit/s]
τ1 10 [ms]
τ2 20 [ms]
N1 10
N2 10
γ 0.1

trol parameters α and β†.
Also, we found that the output link bandwidth C of an

XCP router did not affect stability of the XCP protocol. Al-
though the proof is not shown in this paper due to space lim-
itation, independence of the output link bandwidth C from
stability of the XCP protocol can be confirmed from the fact
that expansion of Eq. (19) eliminates all C’s. This phenom-
enal finding will be confirmed through simulation experi-
ments in Sect. 5.2.

5.2 Effect of Propagation Delays

First, the effect of propagation delays of XCP flows on sta-
bility of the XCP protocol is investigated. Figure 3 shows
stability regions of XCP control parameters (α β) for differ-
ent settings of two-way propagation delays: i.e., (τ1, τ2) =
(10, 10), (20, 20), (10, 20), and (10, 30) [ms]. The stability
region is a region surrounded by the boundary line in the fig-
ure, and the vertical and the horizontal axes. XCP operates
stably only when XCP control parameters (α, β) lie in the
stability region. Note that in Fig. 3, boundary lines for (τ1,
τ2) = (10, 10) and (20, 20) are almost identical.

In the following simulations, all XCP flows are acti-
vated simultaneously at t = 0. Note that staggered activa-
tion of XCP flows, instead of simultaneous activation, does
not affect the stability of the XCP protocol if the activation
interval of consecutive XCP flows is larger than the average
round-trip time.

Figure 3 indicates that the stability region in a het-
erogeneous case (i.e., when two-way propagation delays
τ1 and τ2 are different) is larger than that in the homoge-
neous case (i.e., when two-way propagation delays τ1 and
τ2 are identical). This phenomenon can be explained by
de-synchronization of XCP flows with different propagation
delays; i.e., when XCP flows have different propagation de-
lays, variation in the transfer rate of an XCP flow is likely to
be canceled by those of other XCP flows. Moreover, Fig. 3
indicates that in homogeneous cases (i.e., when two-way

Fig. 3 Stability region of XCP control parameters (α β) for different set-
tings of two-way propagation delays (τ1, τ2); the stability region in a het-
erogeneous case is larger than that in the homogeneous case.

†Note that it is shown in [15] that the control parameter γ does
affect efficiency of the XCP router and fairness among XCP flows.
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propagation delays of all XCP flows are identical) the sta-
bility region is independent of two-way propagation delays
τ1 and τ2.

From these observations, we conclude that when XCP
flows are heterogeneous, XCP operates more stably than the
case when XCP flows are homogeneous.

We then examine the accuracy of our approximate anal-
ysis. We choose three settings of control parameters (α, β) :
P1 = (0.9, 0.2), P2 = (1.2, 0.2), and P3 = (1.5, 0.2) as shown
in Fig. 3. For each control parameters setting, we perform
simulation using ns-2 simulator for the same topology with
Fig. 2. These control parameters settings are chosen to ex-
amine validity of our approximate analysis. For instance,
if our stability analysis is valid, simulation results with P2

should be stable for (τ1, τ2) = (10, 20), (10, 30) and un-
stable for (τ1, τ2) = (10, 10), (20, 20). In all simulations,
the packet size is 1,000 [byte] and the initial window size is
1 [packet]. In all simulations, all XCP flows are activated
at 0 [s], the initial window size is set to 1 [packet], and the
network topology shown in Fig. 2 is used.

Simulation results for control parameters settings P1,
P2, and P3 are shown in Figs. 4 through 6, respectively.
These figures show evolution of the window size of an XCP
flow in flow class 1 for different settings of two-way prop-
agation delays: i.e., (τ1, τ2) = (10, 10), (20, 20), (10, 20),
and (10, 30). For each simulation result, stability of XCP is
determined using a simple criterion — whether the window
size of an XCP flow at the end of simulation is within ± 5%
of its average value.

These simulation results are in agreement with our an-
alytic results. For instance, the stability region shown in
Fig. 3 indicates that, with the control parameters of P2 =

(1.2, 0.2), the operation of XCP flows is unstable for (τ1,
τ2) = (10, 10) and (20, 20), and is stable for (τ1, τ2) = (10,
20) and (10, 30). Simulation results shown in Fig. 5 clearly
show that the operation of XCP flows is unstable for (τ1, τ2)
= (10, 10) and (20, 20). Similar tendency can be observed
for other control parameters P1 = (0.9, 0.2) and P3 = (1.5,
0.2). From these observations, we confirm validity of our
approximate analysis.

Figures 4 through 6 include simulation results for (τ1,
τ2) = (10, 20) with a large output link bandwidth C =

800 [Mbit/s]. One can find from these figures that stabil-
ity of the XCP protocol is not affected by the output link
bandwidth. As we have discussed in Sect. 5.1, these results
coincide with our finding; i.e., the independence of the out-
put link bandwidth C from stability of the XCP protocol.

5.3 Effect of Variation in Propagation Delays

Next, the effect of variation in propagation delays of XCP
flows on stability of the XCP protocol is investigated. In
this paper, CV (Coefficient of Variation) is used to measure
variation in propagation delays, which is defined by

CV =
1
d

√∑M
i=1(τi − d)2∑M

i=1 Ni

. (22)

Fig. 4 Simulation results with the control parameters of P1 = (0.9, 0.2);
the window size of an XCP flow in flow class 1 is stable regardless of the
two-way propagation delays (τ1, τ2).

Fig. 5 Simulation results with the control parameters of P2 = (1.2, 0.2);
the window size of an XCP flow in flow class 1 is unstable for (τ1, τ2) =
(10, 10), (20, 20).

Fig. 6 Simulation results with the control parameters of P3 = (1.5, 0.2);
the window size of an XCP flow in flow class 1 is stable only when the
two-way propagation delays (τ1, τ2) are set to (10, 30).

Figure 7 shows stability regions of XCP control param-
eters (α β) for different numbers of XCP flows in each flow
class: i.e., (N1, N2) = (5, 15), (10, 10), and (15, 5). In this
figure, propagation delays of XCP flows, τ1 and τ2, are set
to 10 [ms] and 20 [ms], respectively.
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Fig. 7 Stability region of XCP control parameters (α β) for different
numbers of XCP flows in each flow class (N1, N2); the stability region
is smallest when (N1, N2) = (15, 5).

Figure 7 shows that the stability region is smallest
when (N1, N2) = (15, 5); i.e., when the number of XCP
flows in flow class 1 is larger than that in flow class 2. This
phenomenon can be explained as follows. As explained in
Sect. 2, both the efficiency controller and the fairness con-
troller are invoked every average round-trip time of XCP
flows. When there exist many XCP flows with a small prop-
agation delay, the average round-trip time estimated by the
XCP router tends to be small. Since the XCP router invokes
its controllers every the average round-trip time, these con-
trollers are invoked quite frequently. This results in aggres-
sive control of the XCP router, leading unstable operation.

From these observations, we conclude that when vari-
ation in propagation delays of XCP flows is large, operation
of XCP becomes unstable.

We then investigate the effect of heterogeneity in XCP
flows on stability of the XCP protocol. Figure 8 shows the
maximum modulus of eigenvalues of the state transition ma-
trix B for different numbers of XCP flows in flow class 1, N1.
In this figure, the number of XCP flows in flow class 2, N2,
is fixed at 1, and the propagation delay of XCP flows in flow
class 1, τ1, is at 10 [ms]. Note that control parameters (α, β)
are set to their recommended values, (0.4, 0.226) [6].

Figure 8 shows, for example, the operation of XCP be-
comes unstable when the number of XCP flows in flow class
1, N1, reaches around 100 (i.e., the maximum modulus be-
comes larger than 1.0) for τ2 = 200 [ms].

Finally, through simulation experiments, we confirm
the validity of our stability analysis and also investigate
how XCP operates unstably when the heterogeneity of XCP
flows is too large.

Figures 9 through 11 show evolution of the window
size of an XCP flow in each flow class, and the evolution
of the queue length of the XCP router. In these figures, the
number of XCP flows in each flow class, (N1, N2), are set to
(99, 1). Also, the two-way propagation delay of each flow
class, (τ1, τ2), are to either (10, 100) or (10, 200). Figure 9 is
the simulation result of XCP flows with a small propagation
delay. Figure 10 is the simulation result of XCP flows with
a long propagation delay.

Fig. 8 Maximum modulus of eigenvalues of the state transition matrix B
for τ1 = 10 [ms], N2 = 1, and (α,β) = (0.4,0.226); the operation of XCP be-
comes unstable when the number of XCP flows in flow class 1, N1, reaches
around 100 for τ2 = 200 [ms].

Fig. 9 Evolution of the window size of an XCP flow in flow class 1 for
τ1 = 10 [ms] and (α, β) = (0.4, 0.226); XCP flows in flow class 1 are stable
regardless of the two-way propagation delay τ2 of flow class 2. Maximum
throughput are 4.00 [Mbit/s] for τ2 = 100 [ms] and 200 [ms].

Fig. 10 Evolution of the window size of an XCP flow in flow class 2 for
τ1 = 10 [ms] and (α, β) = (0.4, 0.226); XCP flows in flow class 2 become
unstable when the two-way propagation delay τ2 of flow class 2 is large.
Maximum throughput are 4.00 [Mbit/s] for τ2 = 100 [ms] and 200 [ms].

Figures 10 and 11 indicate that, when the two-way
propagation delay τ2 of the XCP flow in flow class 2 is
200 [ms], its window size and the queue length of the XCP
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Fig. 11 Evolution of the queue length of the XCP router for τ1 = 10 [ms]
and (α, β) = (0.4, 0.226); The XCP router becomes unstable when the two-
way propagation delay τ2 of flow class 2 is large.

router show oscillatory behavior, leading low throughput.
Namely, when the variation in propagation delays of XCP
flows is large, the window size of the XCP flow and the
queue length of the XCP router become unstable, which
shows the validly of our stability analysis.

6. Conclusion

In this paper, we have analyzed the stability of XCP in a
network with heterogeneous XCP flows (i.e., XCP flows
with different propagation delays). Through several numer-
ical examples and simulation results, we have investigated
the effect of system parameters and XCP control parame-
ters on stability of the XCP protocol. Our findings include:
(1) when XCP flows are heterogeneous, XCP operates more
stably than the case when XCP flows are homogeneous, (2)
conversely, when variation in propagation delays of XCP
flows is large, operation of XCP becomes unstable, and (3)
the output link bandwidth of an XCP router is independent
of stability of the XCP protocol.

As future work, we are planning to analyze the tran-
sient performance of XCP utilizing our fluid model of XCP.
In addition, we are planning to derive the optimal configura-
tion of XCP control parameters, which maximizes the per-
formance of XCP, based on our stability analysis and tran-
sient performance analysis. We are planning to clarify the
stability of XCP in a network with frequent XCP flows.

Acknowledgements

We would like to thank Prof. Masayuki Murata for his fruit-
ful suggestions. This research was partially supported by the
Ministry of Education, Science, Sports and Culture, Grant-
in-Aid for Young Scientists (A), 19680003, 2007.

References

[1] J. Postel, “Transmission control protocol,” Request for Comments
(RFC) 793, Sept. 1981.

[2] J. Padhye and S. Floyd, “On inferring TCP behavior,” ACM SIG-
COMM Computer Communication Review, vol.31, no.4, pp.287–

298, Aug. 2001.
[3] S. Floyd, “Highspeed TCP for large congestion windows,” Request

for Comments (RFC) 3649, Dec. 2003.
[4] H. Bullot, R.L. Cottrell, and R. Hughes-Jones, “Evaluation of ad-

vanced TCP stacks on fast long-distance production networks,”
Proc. PFLDnet 2004, Feb. 2004.

[5] R. Wang, G. Pau, K. Yamada, M.Y. Sanadidi, and M. Geria, “TCP
startup performance in large bandwidth delay networks,” Proc. IEEE
INFOCOM 2004, pp.796–805, March 2004.

[6] D. Katabi, M. Handley, and C. Rohrs, “Congestion control for high
bandwidth-delay product networks,” Proc. ACM SIGCOMM 2002,
pp.89–102, Aug. 2002.

[7] K. Ramakrishnan, S. Floyd, and D.B. Rosen, “The addition of ex-
plicit congestion notification (ECN) to IP,” Request for Comments
(RFC) 3168, Sept. 2001.

[8] M. Welzl, “Scalable router aided congestion avoidance for bulk data
transfer in high speed networks,” Proc. PFLDnet2005, Feb. 2005.

[9] Y. Xia, L. Subramanian, I. Stoica, and S. Kalyanaraman, “One more
bit is enough,” Proc. ACM SIGCOMM 2005, pp.37–48, Aug. 2005.

[10] A. Falk and D. Katabi, “Specificaton for the explicit control pro-
tocol(XCP),” IETF Internet Draft: draft-falk-xcp-spec-01.txt, Oct.
2005.

[11] D. Katabi, “XCP’s performance in the presence of malicious flows,”
Proc. PFLDnet 2004, Feb. 2004.

[12] Y. Zhang, D. Leonard, and D. Loguinov, “Jetmax: Scalable max-min
congestion control for high-speed heterogeneous networks,” Proc.
IEEE INFOCOM 2006, pp.1–13, April 2006.

[13] Y. Zhang and M. Ahmed, “A control theoretic analysis of XCP,”
Proc. IEEE INFOCOM 2005, pp.2831–2835, March 2005.

[14] H. Balakrishnan, N. Dukkipati, N. McKeown, and C. Tomlin, “Sta-
bility analysis of explicit congestion control protocols,” IEEE Com-
mun. Lett., vol.11, no.10, pp.823–825, Oct. 2007.

[15] S.H. Low, L.L.H. Andrew, and B.P. Wydrowski, “Understanding
XCP: Equilibrium and fairness,” Proc. IEEE INFOCOM 2005,
pp.1025–1036, March 2005.

[16] H. Hisamatsu, H. Ohsaki, and M. Murata, “Fluid-based analysis
of network with DCCP connections and RED routers,” Proc. IEEE
SAINT 2006, pp.156–163, Jan. 2006.

[17] N.S. Nise, Control Systems Engineering, 4th ed., John Wiley &
Sons, New York, 2003.

Yusuke Sakumoto received B.E. and M.E.
degrees in the Information and Computer Sci-
ences from Osaka University in 2006 and 2008,
respectively. He is currently a Ph.D. candidate
Department of Information Networking, Gradu-
ate School of Information Science and Technol-
ogy, Osaka University, Japan. His research work
is in the area of congestion control protocol. He
is a student member of IEEE and IPSJ.



3182
IEICE TRANS. COMMUN., VOL.E92–B, NO.10 OCTOBER 2009

Hiroyuki Ohsaki received the M.E. degree
in the Information and Computer Sciences from
Osaka University, Osaka, Japan, in 1995. He
also received the Ph.D. degree from Osaka Uni-
versity, Osaka, Japan, in 1997. He is currently
an associate professor at Department of Infor-
mation Networking, Graduate School of Infor-
mation Science and Technology, Osaka Univer-
sity, Japan. His research work is in the area of
traffic management in high-speed networks. He
is a member of IEEE.

Makoto Imase received his B.E. and M.E.
degrees in information engineering from Osaka
University in 1975 and 1977, respectively. He
received D.E. degree from Osaka University in
1986. From 1977 to 2001, he was engaged
Nippon Telegraph and Telephone Corporation
(NTT). He has been a Professor of Graduate
School of Information Science and Technology
at Osaka University since 2002. His research in-
terests are in the area of information networks,
distributed systems and graph theory. He is a

member of IPSJ and JSIAM.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /CMYK
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <FEFF005500740069006c0069007a007a006100720065002000710075006500730074006500200069006d0070006f007300740061007a0069006f006e00690020007000650072002000630072006500610072006500200064006f00630075006d0065006e00740069002000410064006f00620065002000500044004600200070006900f900200061006400610074007400690020006100200075006e00610020007000720065007300740061006d0070006100200064006900200061006c007400610020007100750061006c0069007400e0002e0020004900200064006f00630075006d0065006e007400690020005000440046002000630072006500610074006900200070006f00730073006f006e006f0020006500730073006500720065002000610070006500720074006900200063006f006e0020004100630072006f00620061007400200065002000410064006f00620065002000520065006100640065007200200035002e003000200065002000760065007200730069006f006e006900200073007500630063006500730073006900760065002e>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


